
PRIVACY POLICY 

 

I. 

Definitions 

 

1. Privacy Policy – the hereby Privacy Policy. 

2. Website – a website available at  

https://pomagamukrainie.gov.pl/.  

3. User – any person visiting the website available at https://pomagamukrainie.gov.pl/.  

4. GDPR – Regulation of the European Parliament and of the Council (EU) 2016/679 of  

27 April 2016 on the protection of individuals with regard to the processing of personal 

data and on the free movement of such data, and repealing Directive 95/46/EC (General 

Data Protection Regulation) (OJ L119 of 4 May 2016, p. 1, as amended).  

 

II. 

Privacy Policy content 

The Privacy Policy: 

1) contains information on the processing of personal data  

in connection with the use of the Website by Users; 

2) is addressed to the Website Users;  

3) contains information on the use of cookies and other similar technologies. 

III. 

Data processing in connection with Website use 

1. Data Controller: 

The Personal Data Controller is the Minister of Digital Affairs based in Warsaw under the 

following address: Al. Ujazdowskich 1/3, 00-583 Warsaw. To contact the Personal Data 

Controller, please e-mail mc@mc.gov.pl or send a written letter to the Controller's 

registered office: Aleje Ujazdowskie 1/3, 00-583 Warsaw, or to the following address: ul. 

Królewska 27, 00-060 Warsaw.  

Data Protection Officer’s contact details: Data Protection Officer, Minister of Digital Affairs, 

ul. Królewska 27, 00-060 Warsaw, e-mail: iod@mc.gov.pl 

2. Purposes of and legal basis for data processing: 

Personal data will be processed for the following purposes:  

mailto:iod@mc.gov.pl


1) for those in need of help, to provide assistance to any persons affected by the 

Russian Federation’s armed aggression against Ukraine, who have left Ukraine and 

have entered the territory of the Republic of Poland; 

2) for those wishing to help, to support actors carrying out tasks aimed at helping 

anyone affected by the Russian Federation’s armed attack on Ukraine;  

3) website administration.  

The basis for the processing of personal data entered by Users into the forms available on 

the website is the fulfilment of a task carried out in the public interest (Article 6 section 

1(e) of the GDPR), consisting in providing aid to the victims of the Russian Federation’s 

armed attack on Ukraine. 

The basis for the processing of personal data for the purpose indicated in item 3 above is 

Article 6 section 1(c) of the GDPR, i.e. the legal obligation to ensure compliance of ICT 

systems with the Regulation of the Council of Ministers of 12 April 2012 on the National 

Interoperability Framework, minimum requirements for public registers and exchange of 

information in electronic form and minimum requirements for ICT systems (Dz.U. /Journal 

of Laws/ of 2017, item 2247), issued pursuant to Article 18 of the Act  

on computerisation of activities of entities performing public tasks (Dz.U. /Journal of 

Laws/ of 2021, item 2070, as amended). 

3. Data recipients  

Personal data may be transferred to public bodies and state offices or other entities 

authorised by law or performing tasks carried out in the public interest or as part of 

exercising public authority. 

Personal data is transferred to certain entities, which process data on behalf of the 

Personal Data Controller and are authorised to process such data. 

4. Data storage period 

1) The personal data referred to in section 2 items 1 and 2 will be processed for as long 

as the purpose for their processing exists, i.e. until the applicable tasks have been 

completed. 

2) The personal data indicated in section 2 item 3 above, contained in system logs and 

other technical information related to website administration, will be stored in 

accordance with Article 21 section 4 of the Regulation of the Council of Ministers of 



12 April 2012 on the National Interoperability Framework, minimum requirements 

for public registers and exchange of information in electronic form and minimum 

requirements for ICT systems (Dz.U. /Journal of Laws/ of 2017, item 2247). 

 

5. Data subject rights 

You have the right to: 

1) request that the Data Controller grants you access to your personal data, 

2) rectify your personal data, 

3) restrict the processing of your data, 

4) object to the processing of your personal data  

(applicable only to data processed under Article 6 section 1(e) of the GDPR). 

6. The right to lodge a complaint with the supervisory authority 

You have the right to lodge a complaint with the supervisory authority, i.e. the Office of 

the President of the Personal Data Protection Office (PUODO); address: ul. Stawki 2, 00-

193 Warsaw; an electronic inbox is available at https://www.uodo.gov.pl/pl/p/kontakt 

 

7. Notice of obligation to provide data 

Providing personal data is voluntary but necessary to: 

1) provide assistance to any persons affected by the Russian Federation’s armed 

aggression against Ukraine, who have left Ukraine and have entered the territory 

of the Republic of Poland (in the case of those in need of help); 

2) support actors carrying out tasks aimed at helping anyone affected by the Russian 

Federation’s armed attack on Ukraine (in the case of those wishing to help). 

3) Allow the Personal Data Controller to fulfil its obligations. 

Failure to provide personal data will result in the inability to provide assistance  

referred to in items 1 and 2 above and the impossibility of fulfilling the obligation 

referred to in item 3. 

8. Information on automated decision making, including profiling:  

Personal data will not be subject to automated decision making, including profiling. 

IV.  

Use of cookies or other similar technologies 

https://uodo.gov.pl/pl/p/kontakt


 

Cookies are IT data, in particular text files stored by servers on the User's end device, which 

can be read by the server each time the User connects to a website using their end device. 

The Website utilises cookies necessary to provide Users with the services and functionalities 

they wish to use. 

 

V.  

Privacy Policy amendments 

This Privacy Policy may be amended or supplemented as required. Users will be informed of 

any changes to the Privacy Policy by means of announcements posted on the Website. 

 


